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· [bookmark: _GoBack]Prosecuting legal requirement on international crime can be consuming and difficult as prosecuting a domestic crime in the U.S 
· The American citizens right were given and is under the bill of rights
· The “Procedural law” is different for illegal non-United States citizens. The non-U.S citizens are entitled to the same rights as an U.S citizen,  but depending of the case, they are often deported. 
· According to the constitution, the citizenship status of a criminal does not have an impact on the procedural due process.
The hackers who were found guilty of this crime were all citizens of the United States and hence were bound by the laws of the United States that are applicable to them both locally and even abroad. Nathan was from Maryland, Sanadodeh was from Washington, David from Mississauga and Austin from Indiana. These were strictly citizens of America and they were hence bound by the laws in the country. These laws would apply whether they were in the country or in another country. 
Pokora however was the only one who was considered to be foreign based as he was from Canada. One of the men being Australian as well, was charged in Australia under the local laws. This must have been a case of dual citizenship as well. This however still means that the individual is also bound by US laws in regards to hacking and unwarranted access to information belonging to another person. Being charged under Australian law is just the prerequisite before such proceedings are commenced in the US.
The issue of Pokora’s citizenship does not affect in any way the fact that she is to be arrested for crimes committed against citizens of the United States. Dual citizenship does not imply any difficulty in apprehending and charging the criminals with the offence that he committed. The laws re binding and hence, it is not rare that the individual will be extradited to the US to be charged. After being convicted of these crimes against US citizens, the individual can then be deported or just sent to jail.
Thee perpetrators of the crime were located both in the US and outside the United States at the time of committing the crime. This means that some of these crimes were not committed on the United States’ soil. However, the issues get complicated by the mere fact that some of the crimes happened on US soil. The argument therefore is that it is a crime to hack in the US. The crimes were committed against Americans and hence must be prosecuted and justice served. The ones who were outside the US at the time of the crime only seemed to delay the process but thy also had to be taken to the United States to answer to the charges.
Considering that this was a cybercrime, the investigators did not have to be physically where the crimes were committed. It is possible that even from the United States, the investigations can check for the evidence of the crime that was committed. Being outside the US however, could have delayed the apprehending of the criminals and this could have been I terms of locating those who were outside the country.
During the sentencing in the Unites States, the criminals were hence charged with conspiracy to access and use secrets meant for another entity, they were also charged with stealing of financial and sensitive information that was related to specifically the companies concerned and their employees. The individuals were charged with allegedly obtaining access to the computer networks of various companies and stealing of intellectual property in form of games that had not been released. 
This meant that there were various consequences that were involved in these acts of crime. By stealing those games and information, the hackers were guilty of stealing intellectual goods and hence violating the rights protecting intellectual; property. They also violated the laws that control and protect the use of protected computers. 
By knowingly accessing a computer without the owner’s consent and accessing information that was pertinent to the owner’s business, the hackers violated the crimes against laws that fall under the Computer Fraud Act. They obtained information in financial records from a protected computer. This therefore implies that the individuals would be charged with hacking into someone else’s computers and accessing their information. The information in the computers especially those related to games had been patented and hence an unauthorized access would definitely mean theft of intellectual property.
The situation also gets more complicated when the criminals are fund to have used useful information from the employees of the said companies. Access to information such as passwords of employees I  some of the companies that they hacked into means that they also stole and violated the rights of the said individuals by using their information or even impersonating them.
The number of charges depended on the magnitude of the case as well as the number of crimes that were done in the process of committing the bigger crime. In order to access the computers in these companies, they had had to impersonate the employees in terms of the logging into the systems. Additionally, thy also took unreleased software that was yet to be introduced into the market. In as much as the software had not been released, it was the intellectual property of whoever had designed it in the first place. This means that the companies had already copyrighted these software. Any third party access without the consent of the company would mean a case of theft and this is specified under the Computer Fraud act.
Committing these crimes against companies registered in the US is also an additional charge that the criminals have to face as well. This perhaps explains why Pokora is also arraigned in court despite his nationality. There are consequences for every crime as well as arising charges that stem from the main charge. The criminals ended up facing several counts of infringement and computer fraud as stipulated by the Computer Fraud act.
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